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In una società democratica ogni bambino/adolescente ha il diritto di 
sentirsi al sicuro e non subire prepotenze, e atti di bullismo a scuola 
e il dovere di non infliggerle agli altri (Olweus, 1994)

Nessuno studente dovrebbe aver paura di andare a scuola, per paura 
di essere molestato o umiliato, e nessun genitore dovrebbe 
preoccuparsi che cose del genere possano accadere al proprio figlio!



Commissione straordinaria per il contrasto ai fenomeni dell’intolleranza, del 
razzismo, dell’antisemitismo e dell’istigazione all’odio e alla violenza, 
fortemente voluta dalla Senatrice a vita Liliana Segre che per il secondo 
mandato riveste il ruolo di presidente.

IL LINGUAGGIO DELL'ODIO PUO’ FERIRE TUTTA LA VITA



ERRORE ABUSARE DEL TERMINE 
BULLISMO IN RIFERIMENTO AL POTERE



Secondo uno studio dell'OMS, circa un adolescente su sei ha subito atti di bullismo 
online e circa un adolescente su otto dichiara di aver perpetrato tali atti online. 

La questione è molto seria per i minori e i giovani, in particolare per le ragazze e le 
donne, e per alcuni gruppi quali i minori e i giovani con disabilità, quelli 
appartenenti alla comunità LGBTIQ, i migranti e i giovani appartenenti a 
minoranze religiose, razziali o etniche. 

Ad esempio, il 63% degli intervistati nell'indagine LGBTIQ del 2023 (Agenzia per i 
diritti fondamentali) è entrato in contatto con contenuti di odio online. 

Senza una definizione armonizzata di bullismo online e un approccio coordinato a 
livello dell'UE vi è il rischio che gli sforzi per affrontare tale fenomeno siano 
frammentati e incoerenti. Anche le tecnologie emergenti, come l'IA generativa e 
i mondi virtuali, aggiungono nuovi livelli di complessità al bullismo online. 
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CARATTERISTICHE DEL CYBERBULLISMO
L’Intenzionalità           La ripetizione nel tempo         

L’asimmetria di potere

L’anonimato

La pervasività

La distanza interpersonale

La velocità di comunicazione
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Il DDL 1261 a prima firma Ferrara depositato a gennaio 2014, prende il via in Senato 
da una indagine conoscitiva in Commissione diritti umani; ha un iter lungo e 
complicato con quattro letture per l’approvazione definitiva.
E’ una legge di diritto mite e partecipativo con approccio educativo e preventivo al 
fenomeno delle prevaricazioni tra pari.
E’ la prima legge in Europa sul cyberbullismo. 

La Camera approva infine all’unanimità, 
in quarta lettura, il testo già approvato dal 
Senato.

La legge 71/2017 viene dedicata a Carolina 
e attualmente è in fase di modifica.
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I BULLISMI COME VIOLAZIONE DEI DIRITTI UMANI

La Legge 71/17 una legge di tutela dei 
diritti dei minori fa riferimento ai 
principi di uguaglianza della 
Costituzione (art. 3) e ai principi di non 
discriminazione contenuti in tutte le 
carte sui diritti fondamentali ONU e 
Unione Europea.

Spesso le prevaricazioni tra pari sono basate su stereotipi diffusi a livello sociale.  Queste 
vittimizzazioni sono crimini contro la persona contrastate da tutte le carte sui diritti umani

https://www.garanteinfanzia.org/sites/default/files/cyberbullismo-cosa-come-difendersi.pdf

Il bullismo legato a caratteristiche 
della vittima, come il sesso, l’etnia 
o la nazionalità, la disabilità, 
l’aspetto fisico e l’orientamento 
sessuale. (vedi hate speech)



CYBERSTUPIDITY E ATTI PERSECUTORI
Il cyberbullying, cyberbullismo, caratterizzato dall’iterazione dell’atto persecutorio, dall’intenzionalità 
vessatoria del fautore, della risposta importante del gruppo. Chi è vittima di cyberbullying ha la percezione di 
non poter sfuggire all’oppressione del gruppo. 
Gli atteggiamenti lesivi della persona a diversi livelli possono assumere forme piuttosto gravi fino giungere ad 
esiti drammatici.

Nel momento in cui vengono inviati messaggi scortesi, offensivi, 
insultanti, disturbanti, ripetutamente nel tempo si verifica un 
fenomeno chiamato cyber harassment “molestia”, con tale 
termine si fa riferimento ad una relazione sbilanciata nella quale la 
vittima subisce passivamente le molestie o, al massimo, tenta, 
generalmente senza successo, di convincere il persecutore a 
smetterla.

Quando l’harassment diviene particolarmente insistente ed 
intimidatorio e la vittima comincia a temere per la propria 
sicurezza fisica, il comportamento offensivo assume la 
denominazione di cyberstalking in particolare se diviene insistente 
ed intimidatorio.

h"ps://www.generazioniconnesse.it/site/it/0000/00/00/cyber-stupidity- Commissione «Jo Cox» Camera dei deputati luglio 2017

https://www.generazioniconnesse.it/site/it/0000/00/00/cyber-stupidity-


Quale 
responsabilita’

degli adulti?



COSA CI DICE IL CASO DELLA CHAT DI FACEBOOK «MIA MOGLIE»?

• Quali reati sono stati commessi all’interno del gruppo? 
• Quali le modalità di tutela per le vittime? 
• Quali sono gli strumenti che la società può mettere in campo per far sì che situazioni del genere non si 

verifichino più?

A partire da maggio 2025, 
all’interno di un gruppo 
chiamato “Mia moglie” su 
Facebook con circa 32.000 
partecipanti, sono state 
scambiate immagini 
private e/o sessualmente 
esplicite di innumerevoli 
donne senza alcuna forma 
di consenso.

h"ps://ul)mora.zanichelli.it/diri"o/materie-diri"o/diri"o-pubblico-e-amministra)vo/il-caso-mia-moglie-so"o-la-lente-del-diri"o-penale/



Che tipo di reati sono stati commessi?

• Art. 612-ter c.p.(revenge porn): «chiunque, dopo averli realizzati o sottratti, invia, consegna, cede, pubblica o 
diffonde immagini o video a contenuto sessualmente esplicito, destinati a rimanere privati, senza il consenso delle 
persone rappresentate, è punito con la reclusione da uno a sei anni e con la multa da euro 5.000 a euro 15.000».

• Art. 615-bis c.p. potrebbe essere applicato al caso, si tratta del reato di interferenze illecite nella vita privata (anche non a 
contenuto sessualmente esplicito) «Chiunque, mediante l’uso di strumenti di ripresa visiva o sonora, si procura 
indebitamente notizie o immagini attinenti alla vita privata svolgentesi nei luoghi indicati nell’art. 614 (ad esempio, il 
domicilio), è punito con la reclusione da sei mesi a quattro anni.»

• Art. 595 c.p.: «Chiunque (…) comunicando con più persone, offende l’altrui reputazione, è punito con la reclusione fino a 
un anno e con la multa fino a milletrentadue euro.» Anche in questo caso, la pena è aumentata se l’offesa è recata con 
qualsiasi mezzo di pubblicità, ad esempio all’interno di un gruppo online così vasto. Di questo reato potrebbero essere 
chiamati a rispondere tutti coloro che non hanno condiviso e/o diffuso le immagini ma che le hanno commentate in 
modo offensivo, violento, denigratorio ecc.

• Art. 414 c.p.: «Chiunque pubblicamente istiga a commettere uno o più reati è punito, per il solo fatto dell’istigazione con la 
reclusione da uno a cinque anni, se trattasi di istigazione a commettere delitti.» Anche a chi non ha diffuso le immagini ma 
ha incitato gli iscritti a realizzare le foto di nascosto.

Ad eccezione del reato di istigazione a delinquere, le altre norme che abbiamo descritto sono accomunate da una 
caratteristica molto importante: sono tutti reati punibili a querela della persona offesa. Si tratta di una caratteristica comune 
nei reati che tutelano la sfera privata, intima, delle persone. Si vuole tutelare la libertà di scelta delle vittime….



Oltre agli strumenti offerti dal diritto penale, diverse sono le modalità di tutela in casi di questo genere.

- Possiamo sempre segnalare ciò che accade online alla polizia postale. Le forze dell’ordine hanno il potere 
di intervenire su vicende di questo tipo per interrompere la diffusione di immagini o l’utilizzo improprio dei 
dati personali.

- Possiamo utilizzare gli strumenti offerti dalle piattaforme. In conformità al Digital Services Act dell’Unione 
Europea, i principali social network offrono strumenti per segnalare i contenuti offensivi al loro interno.

- Possiamo rivolgerci al Garante per la protezione dei dati personali, un ente chiamato a vigilare sul rispetto 
del Codice della privacy e del GDPR dell’Unione Europea

Quali altri strumenti di tutela esistono?

La violenza sulle donne è un 
fatto culturale.
L’educazione alla parità di 
genere è attenzionata da anni 
e ben richiamata nel curricolo 
di educazione civica

h"ps://www.generazioniconnesse.it/site/_file/documen9/ECD/ECD-sillabo.pdf



ORBITING
Ovvero la pratica che vede una sorta di controllo esterno 
sui propri canali social da parte di un ex partner - senza 
alcuna comunicazione diretta ma limitandosi a 
commentare o lasciare reactions - dopo la conclusione 
della relazione sentimentale
Ne soffre il 35% dei giovani coinvolti nella ricerca. 
Provocando conseguenze da tenere sotto osservazione:

• turbamento (in quasi 3 casi su 10), 
• rabbia (per 1 su 4) 
• tristezza (per 1 su 5)

BODY SHAMING
E’ l’atto di deridere o discriminare una persona per il suo aspetto 
fisico.
Le femmine, ad esempio, sono molto più esposte al "body 
shaming" rispetto ai maschi: 
circa 1 ragazza su 3 è stata recentemente colpita da questo tipo di 
attacchi, mentre tra i ragazzi la frequenza scende a 1 su 6.

Dati della ricerca RispettAMI di SKuola.net - 2022 Heraldo-30/1/2022
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GRADO DI EMPATIA PER VITTIMA DI BULLISMO

Le emozioni attribuite alla vittima (in%) 
bullismo        cyberbullismo

Si è divertita 0 1
Indifferente 4 6
Paura 81 70
Vulnerabilità 77 69
Preoccupazione 60 65
Tristezza 63 64
Rabbia 43 48

Spaventa meno e fa sentire meno indifesi?

Grado di empatia medio o alto per la 
maggior parte (solo 19% medio basso)
Maggiore il grado di empatia nelle ragazze
Non ha particolare influenza il fatto che 
siano o meno state vittime o testimoni
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GRADO DI EMPATIA PER VITTIMA DI CYBERBULLISMO
Bullismo e cyberbullismo sono fenomeni 
eminentemente relazionali che coinvolgono non 
soltanto le persone più direRamente interessate ma 
anche chi assiste il cui aReggiamento ha un ruolo 
importante.
Le condoRe raccolte sulla reazione a un episodio di 
cyberbullismo sono:
• La segnalazione al sito 60%
• Avvisare il direRo interessato 55%
• Avvisare un adulto 45%
• Bloccare l’autore dai contaX 33%
• Rivolgersi alle forze dell’ordine 30%
• Raccontare il faRo ad amici 18%
• Commentare sul sito 12%
• Ignorare il faRo 12%
• Condivide la foto /commento 2%

In media una buona capacità di me7ersi nei panni 
delle vi9me di prevaricazioni ado7ando 
contromisure adeguate a arginare i comportamen; 
dei bulli e sostenendo la vi9ma

Grado di empatia per la vittima di cyberbullismo per genere
In situazioni simulate





SVILUPPO DI COMPETENZE I CICLO
Traguardo n. 11 : Netiquette e contesti comunicativi



SVILUPPO DI COMPETENZE I CICLO



Art. 5 Educazione alla cittadinanza digitale
a) Valutare affidabilità delle fonti e contenuti digitali

b) Saper usare una comunicazione digitale appropriata

c) Crescere la propria cittadinanza partecipativa con le TIC
d) Conoscere norme comportamentali in ambiente digitale

e) gestire l'identità digitale,  proteggere la propria reputazione
f) tutelare la riservatezza conoscendo le regole applicate dai servizi digitali

g) evitare rischi per la salute; proteggere sé e gli altri da pericoli; essere consapevoli di 
come le tecnologie digitali possono influire sul benessere psicofisico e sull'inclusione 
sociale, con particolare attenzione ai comportamenti riconducibili al bullismo e al 
cyberbullismo. 

EDUCAZIONE ALLA CITTADINANZA DIGITALE L. 92/2019

Art.7 Scuola e famiglia
Per valorizzare l’insegnamento trasversale 
dell’educazione civica la scuola rafforza la 
collaborazione con le famiglie  integrando

il patto educativo di corresponsabilità
estendendolo alla scuola primaria.



LA NUOVA VERSIONE DEL DIGCOMP 2.2 – COMPETENZE ETICHE



EDUCAZIONE 
CIVICA 

DIGITALE

Art. 5
LEGGE 92/19

Educazione alla 
cittadinanza digitale

Art. 4
LEGGE 71/17

Uso consapevole del  
web - diriX e doveri in 

internet

Art. 1
LEGGE 107/15

comma 7 leRera h
Uso cri_co dei social 

network

PNSD
Nuovi modelli di 

interazione 
didattica

che usano la rete
Azione #6

PER UNA DIDATTICA DI CITTADINANZA

Art. 1
LEGGE 107/15

Comma 16
PIANO EDUCAZIONE AL 

RISPETTO

DigComp 2.2
Il quadro delle 

competenze digitali 
per i ciRadini
4 - SICUREZZA

Linee guida 
2020 e 2024

Linee guida 
2017 – 2021 - ?



I DIRITTI DEI MINORI ANCHE IN INTERNET

I DIRITTI E LE RESPONSABILITA’ VALGONO ANCHE NEL MONDO DIGITALE



Commento generale CRC n. 25
SUI DIRITTI DEI MINORI IN AMBIENTE 

DIGITALE
24 marzo 2021

LINEE-GUIDA PER RISPETTARE, PROTEGGERE E SODDISFARE 
I DIRITTI DEI MINORI NELL’AMBIENTE DIGITALE

(Racc. CM/Rec 2018/7 Comitato Consiglio Ministri)
4 luglio 2018

Legge 29 maggio 2017 n. 71
DISPOSIZIONI A TUTELA DEI MINORI PER LA 

PREVENZIONE E IL CONTRASTO DEL FENOMENO 
DEL CYBERBULLISMO

STRATEGIA EUROPEA PER I 
DIRITTI DEI MINORI 2021-24

24 marzo 2021

I DOCUMENTI PIU’ RECENTI SUI DIRITTI IN INTERNET

Legge 8 agosto 2019 n. 92
INTRODUZIONE 

DELL’INSEGNAMENTO 
SCOLASTICO DELL’EDUCAZIONE 

CIVICA

DICHIARAZIONE DEI 
DIRITTI IN INTERNET

Luglio 2015
Camera dei DeputaQ



La privacy è un patto di fiducia reciproca tra genitori e figli, ma i genitori ne sono responsabili

IL DGPR E LA TUTELA DEI MINORI
Art. 40 Il Codice di condotta prescrive alle associazioni di categoria 
l’adozione di specifiche disposizioni nei loro codici su:
• Consenso dei minori
• Protezione fornita
• Modalità di consenso genitoriale
Art. 57  le Autorità promuovono per i minori attività per la consapevolezza 
circa i rischi legati ai trattamento dei dati personali

COMMENTO GENERALE N. 25
67.La privacy è vitale per l'agency dei minorenni, la dignità e la
sicurezza e per l'esercizio dei loro diritti. I dati personali dei minori
vengono trattati per offrire loro benefici educativi, sanitari e di altro
tipo. Le minacce alla privacy dei minori possono derivare dalla
raccolta e dal trattamento dei dati da parte di istituzioni pubbliche,
aziende e altre organizzazioni, nonché da attività criminali come il
furto di identità. Le minacce possono anche derivare dalle attività
dei minorenni e dalle attività di familiari, coetanei o altri, ad
esempio, da genitori che condividono fotografie online o da uno
sconosciuto che condivide informazioni su un bambino.

ATTENZIONE: il DPR e il D.Lgs.
101/2018 stabiliscono che fino al  
13 anno non si possa avere un 
profilo su un social network, 
dal 13 al 14 solo con il consenso 
formalizzato dei genitori. 
Solo a 14 anni è possibile dare il 
consenso al trattamento dei 
dati personali



E’ necessaria una convergenza più 
stretta tra norme giuridiche, 
progettazione tecnica e 
responsabilità sociale per costruire 
un ambiente digitale a misura di 
minore.

I minori fanno parte della soluzione 
del problema, ma anche gli adulti di 
riferimento!

LINEE GUIDA AGCOM ENTRATE IN 
VIGORE IL 21 NOVEMBRE 2023







Art. 14 Alfabetizzazione digitale e mediatica a tutela dei minori e campagne informative 

La Presidenza del Consiglio dei ministri - Dipartimento per le politiche della famiglia promuove studi 
ed elabora linee guida rivolte ai fruitori di dispositivi di comunicazione elettronica e di applicazioni 
di controllo parentale, con particolare attenzione agli educatori, alle famiglie e ai minori stessi. 

I Centri per la famiglia offrono consulenza e servizi in merito alla alfabetizzazione 
mediatica e digitale dei minori, con particolare attenzione alla loro tutela rispetto 
all'esposizione a contenuti pornografici e violenti. (…)

La Presidenza del Consiglio dei ministri - Dipartimento per le politiche della famiglia e il Ministero 
delle imprese e del made in Italy avviano annualmente campagne di informazione sull'uso 
consapevole della rete e sui rischi connessi, in particolar modo sui mezzi di prevenzione dall'accesso a 
contenuti potenzialmente nocivi per lo sviluppo armonioso dei minori. 

L'Autorità per le garanzie nelle comunicazioni predispone, entro il 31 gennaio di ciascun anno, 
una relazione per l'Autorità politica con delega alle politiche per la famiglia sull'impatto dell'attuazione 
dell'articolo 13, con particolare riferimento all'uso delle applicazioni di controllo parentale (nonché 
dell'articolo13-bis, con particolare riferimento all'attuazione della misura di verifica della maggiore 
età per l'accesso a siti pornografici.





La Corte d’Appello, chiamata a pronunciarsi dopo il giudizio di primo grado che aveva già 
riconosciuto il diritto al risarcimento, circa 1.300 € per spese sostegno psicologico, ha 
confermato la sussistenza di responsabilità ex art. 2048 c.c. dei genitori del minore 
autore della pubblicazione. Secondo i magistrati, il comportamento degli adulti non è risultato 
idoneo a escludere la culpa in educando e in vigilando, soprattutto in relazione all’uso di 
strumenti digitali come lo smartphone. I giudici hanno sottolineato che fornire un dispositivo 
connesso alla rete a un minore comporta l’obbligo di una adeguata educazione sia sui 
rischi sia sulle conseguenze legate alla condivisione di contenuti online.



uResponsabilità in educando
uart. 2048 c.c. «Il padre e la madre o il 

tutore sono responsabili del danno
cagionato dal fatto illecito dei figli

minori…»
uArt. 2043. (Risarcimento per faFo 

illecito). Qualunque faFo doloso o colposo, 
che cagiona ad altri un danno ingiusto, 

obbliga colui che ha commesso il faFo a 
risarcire il danno

Questa foto di Autore sconosciuto è concesso in licenza da CC BY

La legge 71/2017 non contiene norme ad hoc  per delineare i profili di responsabilità per gli 
atti di cyberbullismo. Le fonti:
• Responsabilità civile: Codice Civile (2048 c.c.; 2043 c.c.; 147 c.c.)

LA RESPONSABILITA’ DEI GENITORI

http://genitorincorso.comune.fi.it/sexting-come-proteggi-tuo-figlio-10-regole-delleducazione-sessuale-2-0/
https://creativecommons.org/licenses/by/3.0/




L'ambiente digitale può aprire nuovi modi per perpetrare la violenza contro i 
minori, facilitando situazioni in cui possono essere influenzati a fare del male 
a se stessi o agli altri. 
Le pandemie, possono portare a un aumento del rischio di danni online, dato 
che i minori trascorrono più tempo sulle piattaforme digitali.

IL DIRITTO DI ESSERE TUTELATI DALLA VIOLENZA

Commento Generale n. 25 CRC – VII Violenza contro i minori

Forme di violenza possono essere 
perpetrati all'interno della cerchia di 
fiducia come gli amici o, per adolescenti, 
da partner intimi, e possono includere la 
cyberaggressione, incluso il bullismo e le 
minacce alla reputazione.



Dal Commento Generale n. 25 della CRC ONU . Diritti dei minori in ambiente digitale:
• Se l'inclusione digitale non viene raggiunta, è probabile che le disuguaglianze esistenti 

aumentino e possano verificarsi nuove disuguaglianze.
• III PRINCIPI GENERALI - A. Non discriminazione

Gli Stati parti dovrebbero promuovere la consapevolezza e l'accesso ai mezzi digitali affinché 
i minori possano esprimere le loro opinioni e offrire formazione e sostegno ai bambini 
affinché partecipino su base paritaria con gli adulti, in forma anonima ove necessario, in 
modo che possano essere efficaci difensori dei loro diritti, individualmente e come gruppo.

IL DIGITALE DEVE AMPLIFICARE I DIRITTI DEI MINORI

Un accesso significativo alle tecnologie digitali può supportare i minori
a realizzare l’intera gamma dei loro diritti.

L’ambiente digitale offre nuove opportunità per la realizzazione dei diritti dei bambini, ma 
pone anche i rischi della loro violazione o abuso. 



IL COMMENTO N. 25 CRC E LE MISURE DELLA L.71/17

Un'adeguata riparazione comprende la 
restituzione, il risarcimento e la 
soddisfazione e può richiedere scuse, 
correzione, rimozione di contenuti illeciti, 
accesso a servizi di recupero psicologico o 
altre misure. In relazione alle violazioni 
nell'ambiente digitale, i meccanismi 
correttivi dovrebbero tenere conto della 
vulnerabilità dei minori e della necessità di 
essere rapidi nell'arrestare i danni 
continui e futuri. 

1. Ciascun minore over 14, nonché 
ciascun genitore del minore che abbia 
subito taluno degli atti di cui all'articolo 
1, comma 2, della presente legge, può 
inoltrare al titolare del trattamento o 
al gestore del sito internet o del social 
media un'istanza per l'oscuramento, la 
rimozione o il blocco di qualsiasi altro 
dato personale del minore, diffuso 
nella rete internet, previa 
conservazione dei dati originali.



IL DIRITTO ALLA CANCELLAZIONE PER LA VITTIMA
RIMOZIONE DEI CONTENUTI OFFENSIVI MEDIANTE 
L’ISTANZA AL PROVIDER
I minori ultraquattordicenni potranno inoltrare istanza di 
rimozione, occultamento o blocco di qualsiasi dato personale 
diffuso in rete ritenuto lesivo della propria dignità al titolare del 
trattamento per che lo prende in carico entro 24 ore e lo 
rimuova massimo entro le successive 24 ore.
SEGNALAZIONE AL GARANTE DELLA PRIVACY
Qualora il soggetto richiesto non abbia provveduto 
alla cancellazione del contenuto, l’interessato può rivolgere 
richiesta al Garante per la protezione dei dati che provvede 
entro 48 ore.

REVENGE PORN 612/ter e le modifiche al codice della privacy
Dal 2021 il codice privacy prevede per chi teme che un contenuto a sfondo sessuale possa 
essere pubblicato senza consenso, può rivolgere richiesta al Garante Privacy per il suo 
blocco preventivo già a partire dai 14 anni come per il cyberbullismo.



NUOVI DIRITTI : PER LA VITTIMA



Dati HBSC 2022



Le condotte : 
Pressioni, comportamenti 
vessatori, furti o 
danneggiamenti, emarginazione, 
derisioni,  ….
molestia (reiterata), violenze 
fisiche o psicologiche, 
denigrazione, diffamazione, atti 
persecutori, minaccia, ricatto, 
istigazioni al suicidio o 
all’autolesionismo,
furto d’identità, alterazione, 
acquisizione illecita, 
manipolazione, trattamento 
illecito e diffusione di dati 
personali in assenza di consenso.

NON SEMPRE LE PREVARICAZIONI SONO REATO

Dal 2020/2021 al 2022/2023                                    



• curare la relazione con l’Altro, estesa a ogni 
soggetto della comunità educante, 
accompagnata da una riflessione costante su 
ogni forma di discriminazione, attraverso la 
valorizzazione delle differenze e il 
coinvolgimento in progetti e percorsi collettivi 
di ricerca e di dialogo con il territorio. 

• mettere in campo una 
proficua alleanza educativa 
tra scuola, famiglia e altre 
agenzie educative extra 
scolastiche. • formare docenti, alunni, genitori collaboratori scolastici,

• integrare la prospettiva 
educativa con quella 
riparativa e/o 
sanzionatoria, 
mantenendo una visione 
che tenga conto della 
complessità dei fenomeni 
spesso frutto di 
incompetenze sociali.

• lavorare sui gruppi, sulle culture 
e sui contesti in cui i singoli casi 
hanno avuto origine; 

• attuare un'educazione alla 
responsabilità e alla 
convivenza, nella cornice di un 
buon clima di scuola. 

Come intervenire 
sui bullismi 

come fenomeni 
sociali?

LE LINEE DI ORIENTAMENTO 2021



MONITORAGGIO DELLE MISURE PREVISTE DALLA LEGGE 71/2017: DOC. REFERENTE

La Legge n. 71 prevede che 
all’interno di tutte le Istituzioni 
Scolastiche venga nominato almeno 
un docente referente per il contrasto 
al bullismo e al cyberbullismo.
Sebbene il docente referente sia 
diffusamente presente nelle scuole 
italiane, questa figura risulta poco 
conosciuta tra gli studenti e le 
studentesse. Il 47%, infatti, dichiara 
di non averne mai sentito parlare.

http://www.gazzettaufficiale.it/eli/id/2017/06/03/17G00085/sg
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LEGGE 17 maggio 2024, n. 70
Disposizioni e delega al Governo in materia di prevenzione e 
contrasto del bullismo e del cyberbullismo

La Legge 70/2024 entra in vigore il 14 giugno 2024

Willy Monteiro Duarte nato a Roma il 20 gennaio 
1999 è vittima di omicidio e medaglia d’oro al 
valore civile alla memoria

Decreto Legislativo 99/2025
Disposizioni in materia di prevenzione e contrasto del bullismo e 
del cyberbullismo
Decreto legislativo 99/2025, Disposizioni in materia di prevenzione e 
In attuazione della delega di cui all’art. 3 della legge 70/2024

Entra in vigore il 16 luglio 2026



« 1. La presente legge è volta a prevenire e 
contrastare i fenomeni del bullismo e del 
cyberbullismo in tutte le loro manifestazioni, in 
particolare con azioni di carattere preventivo e con 
una strategia di attenzione e tutela nei confronti 
dei minori, sia nella posizione di vittime sia in 
quella di responsabili di illeciti, privilegiando azioni 
di carattere formativo ed educativo e assicurando 
l'attuazione degli interventi, senza distinzione di 
età, nell'ambito delle istituzioni scolastiche, delle 
organizzazioni degli enti locali, sportive e del Terzo 
settore che svolgono attività educative, anche non 
formali, e nei riguardi dei soggetti esercenti la 
responsabilità genitoriale, cui incombe 
l'obbligo di orientare i figli al corretto utilizzo 
delle tecnologie e di presidiarne l'uso »;

1. La presente legge si pone 
l'obiettivo di contrastare il fenomeno del 
cyberbullismo in tutte le sue 
manifestazioni, con azioni a carattere 
preventivo e con una strategia di 
attenzione, tutela ed educazione nei 
confronti dei minori coinvolti, sia nella 
posizione di vittime sia in quella di 
responsabili di illeciti, assicurando 
l'attuazione degli interventi senza 
distinzione di età nell'ambito delle 
istituzioni scolastiche.

EMENDAMENTI ALLA L. 71/2017 CON L. 70/2024
FINALITA’ E DEFINIZIONI

Il testo originario mette al centro i minori e la scuola. Il nuovo testo propone maggiore attenzione a famiglia e extrascuola



« 1-bis. Ai fini della presente legge, per “bullismo” si intendono l'aggressione o la molestia 
reiterate, da parte di una singola persona o di un gruppo di persone, in danno di un minore o di un 
gruppo di minori, idonee a provocare sentimenti di ansia, di timore, di isolamento o di 
emarginazione, attraverso atti o comportamenti vessatori, pressioni o violenze fisiche o 
psicologiche, istigazione al suicidio o all'autolesionismo, minacce o ricatti, furti o danneggiamenti, 
offese o derisioni »

DEFINIZIONE DI BULLISMO E CYBERBULLISMO

2. Ai fini della presente legge, per «cyberbullismo» si intende qualunque forma di pressione, 
aggressione, molestia, ricatto, ingiuria, denigrazione, diffamazione, furto d'identità, alterazione, 
acquisizione illecita, manipolazione, trattamento illecito di dati personali in danno di 
minorenni, realizzata per via telematica, nonché la diffusione di contenuti on line aventi ad 
oggetto anche uno o più componenti della famiglia del minore il cui scopo intenzionale e 
predominante sia quello di isolare un minore o un gruppo di minori ponendo in atto un serio 
abuso, un attacco dannoso, o la loro messa in ridicolo.



Nel Tavolo tecnico per la prevenzione e il contrasto del bullismo e del cyberbullismo viene 
inserito il Dipartimento per le politiche della famiglia della Presidenza del Consiglio dei 
ministri e il Consiglio nazionale degli utenti (AgCom) nonché esperti dotati di specifiche 
competenze in campo psicologico, pedagogico e delle comunicazioni sociali telematiche, 
nominati dal Ministro dell'istruzione e del merito, di concerto con l'Autorità politica delegata per 
le politiche della famiglia.

MODIFICHE AL TAVOLO TECNICO – ART. 3

L’attuale tavolo non ha prodotto il Piano integrato, né il codice di co-regolamentazione , né nominato il 
Comitato di monitoraggio per diritto cancellazione.

Il Tavolo tecnico convocato regolarmente a cadenza semestrale e presieduto da un 
rappresentante del Dipartimento per le politiche della famiglia della Presidenza del Consiglio dei 
ministri, redige, entro centottanta giorni dal suo insediamento, un piano di azione integrato 
per il contrasto e la prevenzione del bullismo e del cyberbullismo

COORDINAMENTO MINISTERO ISTRUZIONE 

PRESIDENZA DIPARTIMENTO PER LE POLITICHE DELLA FAMIGLIA

« Il tavolo tecnico collabora con la Consulta dei 
diritti e dei doveri del bambino e dell'adolescente 
digitale, di cui al comma 3 dell'articolo 5 della 
legge 20 agosto 2019, n. 92 »

?



4. Il piano di cui al comma 2 stabilisce, 
altresì, le iniziative di informazione e di 
prevenzione dei fenomeni del bullismo e del 
cyberbullismo rivolte ai cittadini, coinvolgendo 
primariamente i servizi socio-educativi 
presenti sul territorio in sinergia con le scuole
le istituzioni scolastiche, gli enti locali, le 
organizzazioni sportive e gli enti del Terzo 
settore.

5. Nell'ambito del piano di cui al comma 2 
l'Autorità politica delegata per le politiche della 
famiglia, in collaborazione con l'Autorità per le 
garanzie nelle comunicazioni e con il Garante per 
la protezione dei dati personali, predispone, (…) 
periodiche campagne informative di prevenzione e 
di sensibilizzazione sui fenomeni del bullismo e del 
cyberbullismo, anche per la diffusione della 
conoscenza dei sistemi di controllo parentale, 
avvalendosi dei principali media nonché degli 
organi di comunicazione e di stampa e di soggetti 
privati.

5. Nell'ambito del piano di cui al comma 2 la 
Presidenza del Consiglio dei ministri, in 
collaborazione con il Ministero dell'istruzione, 
dell'università e della ricerca

6. A decorrere dall'anno successivo a quello in corso alla data di entrata in vigore della presente 
disposizione, il Ministro dell'istruzione e del merito trasmette alle Camere, entro il 31 dicembre di 
ogni anno, una relazione sugli esiti delle attività svolte dal tavolo tecnico per la prevenzione e il 
contrasto del bullismo e del cyberbullismo, di cui al comma 1 »

LE ATTIVITA’ DI SENSIBILIZZAZIONE

Le risorse per le campagne di sensibilizzazione sono incrementate da € 50.000 a € 150.000

?

?



https://www.governo.it/it/media/campagna-di-comunicazione-
la-prevenzione-e-il-contrasto-al-cyberbullismo-insieme-si-vince

https://www.youtube.com/watch?v=fRDP7iHzPOU

h"ps://www.informazioneeditoria.gov.it/it/aMvita/comunicazione-e-informazione-
is)tuzionale/le-campagne-di-comunicazione-del-governo/campagne-xviii-
legislatura/campagna-di-sensibilizzazione-sul-cyberbullismo/

CAMPAGNE INFORMATIVE LEGGE 71/2017

https://www.youtube.com/watch?v=IAZWc543V40

h"ps://www.google.com/search?q=CAMPAGNA+DELLA+PRESIDENZA+DEL+CONSIGLIO+CYBERBULLISMO&rlz=1C5CHFA_
enIT823IT824&oq=CAMPAGNA+DELLA+PRESIDENZA+DEL+CONSIGLIO+CYBERBULLISMO&aqs=chrome..69i57j33i160.69
14j0j7&sourceid=chrome&ie=UTF-8#fpstate=ive&vld=cid:45ed0ee5,vid:SG0DnnjRlTA,st:0



hRps://www.youtube.com/watch?v=W26q0t1jiuQ
Campagna di comunicazione per la prevenzione ed il contrasto del fenomeno del cyberbullismo

CAMPAGNA DI COMUNICAZIONE 2024

https://famiglia.governo.it/media/lxrjo0kc/guida-per-genitori-
e-adulti-di-riferimento.pdf

https://www.youtube.com/watch?v=W26q0t1jiuQ
file:///Volumes/KINGSTON/MPUBV%20-%20Leggi%20e%20prassi%20-%20Elena%20Ferrara%20Piemonte.pptx


1. Per l'attuazione delle finalità di cui all'articolo 1, comma 1, il Ministero dell'istruzione, dell'università e della 
ricerca, sentito il Ministero della giustizia - Dipartimento per la giustizia minorile e di comunità, entro trenta 
giorni dalla data di entrata in vigore della presente legge adotta linee di orientamento recanti anche 
l'indicazione delle procedure, per la prevenzione e il contrasto del bullismo e del cyberbullismo nelle 
scuole, anche avvalendosi della collaborazione della Polizia postale e delle comunicazioni, e provvede al loro 
aggiornamento con cadenza biennale.

LINEE DI ORIENTAMENTO - ART. 4

« 2-bis. Ogni istituto scolastico, nell'ambito della propria autonomia e in conformità alle linee di 
orientamento di cui al comma 1, adotta un codice interno per la prevenzione e il contrasto 
dei fenomeni del bullismo e del cyberbullismo e istituisce un tavolo permanente di 
monitoraggio del quale fanno parte rappresentanti degli studenti, degli insegnanti, delle 
famiglie ed esperti di settore »;

3. Ogni istituto scolastico, nell'ambito della propria autonomia, recepisce nel proprio 
regolamento di istituto le linee di orientamento di cui al comma 1, anche con riferimento alle 
procedure da adottare per la prevenzione e il contrasto del bullismo e del cyberbullismo e 
individua fra i docenti un referente con il compito di coordinare le relative iniziative di 
prevenzione e di contrasto del cyberbullismo, anche avvalendosi della collaborazione delle Forze 
di polizia nonché delle associazioni e dei centri di aggregazione giovanile presenti sul territorio

Le Linee di orientamento del 2021 erano già previste «per la prevenzione e il contrasto del Bullismo e del Cyberbullismo



Nei casi più gravi ovvero se si tratti di condotte reiterate e, comunque, quando le iniziative di 
carattere educativo adottate dall'istituzione scolastica non abbiano prodotto esito positivo, il 
dirigente scolastico riferisce alle autorità competenti anche per l'eventuale attivazione delle 
misure rieducative di cui all'articolo 25 del regio decreto-legge 20 luglio 1934, n. 1404, convertito, 
con modificazioni, dalla legge 27 maggio 1935, n. 835 »

INFORMATIVA ALLE 
FAMIGLIE, SANZIONI IN 
AMBITO SCOLASTICO E 
PROGETTI DI SOSTEGNO 
E DI RECUPERO  - ART. 5

« 1. Salvo che il fatto costituisca reato, il dirigente 
scolastico che venga a conoscenza di atti di cui 
all'articolo 1, realizzati anche in forma non 
telematica, che coinvolgano a qualsiasi titolo 
studenti iscritti all'istituto scolastico che dirige, 
applica le procedure previste dalle linee di 
orientamento di cui all'articolo 4. Egli informa altresì 
tempestivamente i genitori dei minori coinvolti o i 
soggetti esercenti la responsabilità genitoriale su di 
essi e promuove adeguate iniziative di carattere 
educativo nei riguardi dei minori medesimi, anche 
con l'eventuale coinvolgimento del gruppo 
costituente la classe in percorsi di mediazione 
scolastica.



LA LEGGE 71/2017 INTRODUCE MISURE PER RIMEDIARE ALL’ERRORE
AMMONIMENTO DEL QUESTORE (art. 7)
Nei casi più gravi di cyberbullismo e in assenza di denunce per le condotte di reato in 
danno di minorenni di cui sono responsabili adolescenti di età superiore ai 14 anni, su 
istanza dei genitori o dei minori over14 il Questore convoca il minore, assieme a un 
genitore, per ammonirlo. L’istanza di ammonimento deve essere presentata dal 
genitore della vittima, se < 14 anni. Il provvedimento ha lo scopo di educare e 
responsabilizzare i giovani che agiscono comportamenti inadeguati in rete. 

Al diciottesimo anno, in 
mancanza di reiterazioni, 
l’ammonimento si 
estingue.
Risulta residuale 
l’incidenza di recidive 
rispetto a questa misura 
di prevenzione che tiene 
ragazze e ragazzi fuori 
dal penale.

Torino - La Questura di Torino ha siglato un protocollo di intesa in materia di 
bullismo e cyberbullismo con il Gruppo Abele e il CePsi, Centro Psicoanalicco di 
traRamento dei malesseri, al fine di consencre l'emersione di quel sommerso 
di violenze consumate sovente in silenzio.

Per i minori autori di af di cyberbullismo, descnatari della misura prevencva 
dell'Ammonimento del Questore, è prevista la possibilità di seguire 
gratuitamente un percorso volto alla gescone delle emozioni e al 
raggiungimento della consapevolezza del disvalore del gesto compiuto volto a 
prevenire il rischio di recidiva.
Il protocollo per la prima volta si rivolge anche ai minori vifme per i quali è 
previsto un servizio di accoglimento e sostegno psicologico. Lo stesso per gli 
autori di bullismo





2. Fino a quando non è proposta querela o non è presentata denuncia per taluno dei reati di cui agli articoli 
581, 582, 610, 612 e 635 del codice penale, commessi da minorenni di età superiore agli anni quattordici nei 
confronti di altro minorenne, è applicabile la procedura di ammonimento 
3. il questore convoca il minore, unitamente ad almeno un genitore o ad altra persona esercente la 
responsabilità genitoriale. E’ prevista la comunicazione al procuratore della Repubblica presso il tribunale per i 
minorenni .
4. Gli effetti dell'ammonimento di cui al comma 2 cessano comunque al compimento della maggiore età. 
5. Qualora il fatto commesso da un minore di età compresa fra i dodici e i quattordici anni sia previsto dalla 
legge come delitto punito con la reclusione non inferiore nel massimo a cinque anni, è applicabile la 
procedura di ammonimento
6. Vedi comma 3
7. Gli effetti dell'ammonimento di cui al comma 5 cessano comunque al compimento della maggiore età. 
8. (( Nelle ipotesi di ammonimento adottato ai sensi del comma 5, )) nei confronti del soggetto che era 
tenuto alla sorveglianza del minore o all'assolvimento degli obblighi educativi nei suoi confronti è applicata la 
sanzione amministrativa pecuniaria da 200 euro a 1.000 euro, salvo che non provi di non aver potuto impedire 
il fatto. 
9. L'autorità competente all'irrogazione della sanzione di cui al comma 8 è Prefetto.

Art. 5 Disposizioni in materia di prevenzione della violenza giovanile

LEGGE 159/2023 - AMMONIMENTO



Sussiste una presunzione di colpa nei confronti della 
scuola: il danneggiato deve provare solo di aver subito un 
danno durante le ore in cui era sotto la vigilanza del 
personale scolastico docente e non docente (quindi anche 
durante la mensa, l’intervallo e il trasporto).

L’Istituto scolastico deve dimostrare:

A) aver adottato in via preventiva tutte le cautele previste 
per la prevenzione e il contrasto del cyberbullismo

B) dimostrare di aver nominato un referente

C) dimostrare di aver promosso l’educazione all’uso 
consapevole delle tecnologie informatiche

D) dimostrare di aver adeguato i regolamenti scolastici e di 
aver integrato il patto di corresponsabilità.

E) codice interno per prevenzione e contrasto

F) tavolo permanente di monitoraggio

RESPONSABILITA’ IN VIGILANDO DEI DOCENTI

art. 28 Cost.

art.2048 c.c.

Prova liberatoria: provare di aver fatto 
tutto il possibile per far sì che il fatto 
non accadesse oppure caso fortuito

In quanto pubblico ufficiale il docente ha 
sempre il dovere di denunciare atti 
illeciti anche avvenuti al di fuori della 
scuola

Legittimato passivo è il Ministero 
dell’Istruzione, ma se i fatti sono 
commessi con dolo o colpa grave, diritto 
di regresso sui docenti.

La responsabilità in organizzando è del Dirigente scolastico. Nello specifico art. 5  Legge 71/2017 



La giurisprudenza considera gli episodi di cyberbullismo che 
avvengono anche fuori dagli spazi e dai tempi scolastici di 

competenza della scuola.

LE RESPONSABILITA’ DELLA SCUOLA



Le ispezioni hanno il fine di comprendere se fossero state attivate le misure previste 
dalla legge 70/2024 contro il bullismo. Per la scuola e i docenti vige l’obbligo di chiamare i 
genitori dei ragazzi autori di bullismo e attivare le necessarie attività educative, denunciando 
alle autorità nei casi più gravi e reiterati.
La Procura di Cassino ha avviato un’inchiesta, l’ipotesi di reato è di istigazione al suicidio.

15 settembre 2025



Art. 3.
(Delega al Governo per l'adozione di 

disposizioni in materia di prevenzione e 
contrasto del bullismo e del cyberbullismo)

a) prevedere il potenziamento del servizio per 
l'assistenza delle vittime di atti di bullismo e 
cyberbullismo mediante il numero pubblico 
« Emergenza infanzia 114 »
b) prevedere che l'Istituto nazionale di 
statistica svolga, con cadenza biennale, una 
rilevazione sui fenomeni del bullismo e del 
cyberbullismo
c) prevedere che i contratti degli utenti stipulati 
con i fornitori di servizi richiamino 
espressamente le disposizioni dell'articolo 2048 
del codice civile in materia di responsabilità dei 
genitori per i danni cagionati dai figli minori in 
conseguenza di atti illeciti posti in essere 
attraverso l'uso della rete

Art. 2.
(Modifiche al regio decreto-legge 20 luglio 1934, n. 1404)

« Art. 25. – (Misure rieducative) – 1. Il procuratore della 
Repubblica presso il tribunale per i minorenni, quando 
abbia acquisito la notizia che un minore degli anni 
diciotto dà manifeste prove di irregolarità della 
condotta o del carattere ovvero tiene condotte 
aggressive, anche in gruppo, anche per via telematica, 
nei confronti di persone, animali o cose ovvero lesive 
della dignità altrui, assunte le necessarie informazioni, 
verifica le condizioni per l’attivazione di un percorso di 
mediazione oppure può chiedere al tribunale per i 
minorenni di disporre, con decreto motivato, previo 
ascolto del minorenne e dei genitori ovvero degli altri 
esercenti la responsabilità genitoriale, lo svolgimento 
di un progetto di intervento educativo con finalità
rieducativa e riparativa sotto la direzione e il controllo 
dei servizi sociali. 



Art. 4.
(Istituzione della « Giornata del rispetto »)

Per le finalità di prevenzione di cui alla presente 
legge è istituita la « Giornata del rispetto », quale 
momento specifico di approfondimento delle 
tematiche del rispetto degli altri, della 
sensibilizzazione sui temi della non violenza 
psicologica e fisica, del contrasto di ogni forma di 
discriminazione e prevaricazione. 

GIORNATA DEL RISPETTO

La Giornata ricorre il giorno 20 gennaio. 
Nella settimana che precede la Giornata, 
le scuole pubbliche e private di ogni 
ordine e grado, possono riservare 
adeguati spazi per lo svolgimento di 
attività didattiche volte a sensibilizzare 
gli alunni sul significato della 
ricorrenza stessa e delle attività 
previste dalla presente legge. 

Willy Monteiro Duarte, nato a 
Roma da genitori di Capo Verde, 
venne ucciso durante un pestaggio 
il 6 settembre 2020 a Colleferro, nel 
tentativo di difendere un amico in 
difficoltà.
La brutalità del pestaggio per la 
furia cieca dell’odio sconvolse 
l’opinione pubblica. 
In seguito si rovesciò sui social una 
valanga di fake news, inneggianti 
agli assassini di Willy.

«Il sorriso di Willy (canzone per 
Willy Monteiro Duarte)». 
https://youtu.be/ifdLwbozCek

https://youtu.be/ifdLwbozCek


"In questa tragica vicenda emergono due realtà opposte: da una parte c'è un ventenne, uno studente 
lavoratore, che interviene per aiutare un amico in difficoltà e paga con la vita questo atto di altruismo. 
Dall'altra ci sono i protagonisti di una violenza inenarrabile, ragazzi conosciuti in diverse occasioni e 
contesti per essere dei provocatori, sempre alla ricerca di un pretesto per lo scontro".
Avvocato della famiglia di Willy. https://www.fanpage.it/roma/omicidio-willy-quella-dei-bianchi-fu-spedizione-punitiva-hanno-massacrato-il-soggetto-piu-debole/

Con processo in terzo grado: ergastolo all’uno e 28 anni di pena all’altro



« Art. 4-bis. – (Servizio di sostegno psicologico agli studenti e servizio di coordinamento 
pedagogico) –

1. Per l'attuazione delle finalità della presente legge, le regioni possono adottare iniziative 
affinché sia fornito alle istituzioni scolastiche di ogni ordine e grado, che lo richiedano, anche 
tramite convenzione con gli uffici scolastici regionali, nei limiti delle risorse disponibili a 
legislazione vigente e, comunque, senza nuovi o maggiori oneri per la finanza pubblica:

a) un servizio di sostegno psicologico agli studenti, al fine di favorire lo sviluppo e la 
formazione della personalità degli studenti medesimi nonché di prevenire fattori di rischio o 
situazioni di disagio, anche attraverso il coinvolgimento delle famiglie;
b) un servizio di coordinamento pedagogico, nei limiti delle previsioni di legge, al fine di 
promuovere e contribuire al pieno sviluppo delle potenzialità di crescita personale, di inserimento 
e partecipazione sociale, agendo in particolare sulle relazioni interpersonali e sulle dinamiche di 
gruppo »

SUSSIDIARIETA’ NELLE POLITICHE ANTIBULLISMO 
CON PROGRAMMAZIONE DEI SERVIZI REGIONALI

Quasi tuRe le Regioni hanno già promulgato misure e norme di programmazione per la prevenzione e il contrasto dei bullismi



LA PATENTE COME BUONA PRATICA ANTIBULLISMO

La patente di smartphone è uno strumento per chiarire obiettivi, metodi, strumenti, procedure dell’intervento 
scolastico e territoriale contro le prevaricazioni tra pari in rete. 
Fondamentale è che scuola e famiglia siano alleate nelle azioni educative messe in atto.
E’ una patente di comunità, un rito di passaggio alla cittadinanza digitale consapevole.
E’ un progetto interistituzionale, in Regione Piemonte è significativa l’intersezione tra scuola e sanità, che 
coinvolge le forze dell’ordine, i servizi socio sanitari e socio-assistenziali.
La patente è un progetto che attraversa in continuità i diversi ordini di scuola (foglio rosa, I e II livello)
La patente è anche orientata alla formazione di peer educator essenziali per la partecipazione attiva dei ragazzi



LE MODIFICHE ALLA LR 2/2018
La patente di smartphone 
per il primo ciclo è stata 
ideata nella Provincia del 
VCO nell’anno scolastico 
2017/18 a seguito della L. 
71/17.
Dall’anno scolastico 
2022/2023 si è 
sperimentata la patente di 
secondo livello con un 
progetto finanziato dalla 
L. 71/2017.

Nell’anno scolastico 
2022/2023 sono tate 
consegnate 
complessivamente circa 
18.000 patenti tra primo e 
secondo livello.



DECRETO LEGISLATIVO N. 99/2025 – art 1

Tramite la APP, che permette la 
geolocalizzazione,  è possibile ricevere 
informazioni sul servizio, segnalare il materiale 
illecito presente su internet, anche in anonimato

Gestito da
Telefono Azzurro

H 24 per 
Vittime minori
Genitori e adulti a vario titolo

Comma 2, art. 4. Il MIM e le istituzioni scola-
stiche, nella loro autonomia, promuovono, nell’am-
bito delle risorse umane, strumentali e finanziarie 
disponibili a legislazione vigente, la conoscenza del 
numero pubblico «Emergenza infanzia 114». 



DECRETO LEGISLATIVO N. 99/2025 – art. 2

hRps://www.istat.it/wp-content/uploads/2025/06/Stat-today_Bullismo-e-cyberbullismo-nei-rapporc-tra-i-ragazzi.pdf

1. L'ISTAT, anche avvalendosi dei dati forniti dagli altri soggetti del 
Sistema statistico nazionale, effettua con cadenza biennale, una 
specifica rilevazione sui fenomeni del bullismo e del 
cyberbullismo, finalizzata a misurarne le caratteristiche
fondamentali, definendo il fenomeno e le fattispecie, e individuare i 
soggetti più esposti al rischio, nonchè i relativi fattori di rischio e 
protezione e le conseguenze psicologiche.

2. Entro dicembre 2026 Dipartimento famiglia e MIM relazionano anche 
in riferimento a quanto progettato nel sistema scolastico.



DECRETO LEGISLATIVO N. 99/2025 – art. 3

Modifiche al decreto legislativo 1° agosto 2003, n. 259 1. 
(Codice delle comunicazioni elettroniche
All'articolo 98-quaterdecies del decreto legislativo 1° agosto 
2003, n. 259, dopo il comma 5 è inserito il seguente: 

«5-bis. I contratti degli utenti stipulati con 
i fornitori di servizi di comunicazione offerti 
mediante reti di comunicazione elettronica 
richiamano espressamente le 
disposizioni dell'articolo 2048 del codice 
civile in materia di responsabilità dei 
genitori per i danni cagionati dai figli 
minori in conseguenza di atti illeciti posti 
in essere attraverso l'uso della rete.». 

La "culpa in educando" e "in 
vigilando":
La giurisprudenza richiede ai 
genitori una "culpa in educando" 
(colpa nell'educare) che deve 
includere un'educazione all'uso 
consapevole e critico degli 
strumenti digitali, e una "culpa in 
vigilando" (colpa nella vigilanza) 
che implica un controllo effettivo

Non risultano menzionate 
le avvertenze a tutela dei minori previste dal regolamento 
(UE) 2022/2065 del Parlamento europeo e del Consiglio, del 
19 oRobre 2022 - DSA – indicate in delega nella legge 72/24



DECRETO LEGISLATIVO N. 99/2025 – art. 4

hRps://www.minori.go
v.it/it/minori/5deg-
piano-nazionale-di-
azione-infanzia-e-
adolescenza

La Presidenza del Consiglio dei ministri, 
promuove campagne informative, in 
coerenza con 
• Piano d'azione integrato (legge n. 71 

del 2017)
• Piano nazionale di azione ed interventi 

per la tutela dei diritti e lo sviluppo in 
età evolutiva, approvato 
dall'Osservatorio nazionale per 
l'infanzia e l'adolescenza,

in coordinamento con
• le competenti strutture del MIM in 

relazione alle attività che coinvolgono 
le istituzioni scolastiche, nell'ambito 
della loro autonomia.

Campagne informative di prevenzione e di sensibilizzazione sull'uso consapevole della 
rete internet e sui suoi rischi 

TUTTE LE MISURE PREVISTA DAL DECRETO SONO A INVARIANZA DI BILANCIO
SOLO LE CAMPAGNE INFORMATIVE QUINDI HANNO UNA MAGGIORE DISPONIBILITA’



PROPOSTA TRASVERSALE PER TUTTI GLI ATTORI ISTITUZIONALI 
Campagne di formazione/sensibilizzazione con il contributo dello Youth Panel 

È necessario che le campagne di sensibilizzazione rivolte a cittadini/e, ed in primis ai più giovani, siano 
in grado di fornire contenuti chiari ed espressione dei diversi elementi che permettono a ciascuno di 
vivere un positivo benessere digitale ed essere capace di un esercizio dei suoi diritti digitali.

Per questo lo Youth Panel si offre di essere al vostro fianco, per la definizione di un piano 
straordinario di sensibilizzazione, rivolto in primis ai più giovani, in cui ciascuna Istituzione 
sia coinvolta con i temi che sono parte della sua mission. 

Tra dodici mesi, nel nostro prossimo incontro, speriamo di poter valutare insieme a voi alcune prime 
realizzazioni di questo piano e poterlo allargare a tutta la comunità. Uno strumento possibile emersi nel 
confronto è quello di utilizzare le sale cinematografiche come momento di disseminazione per un uso 
sicuro e positivo della rete.



La patente di smartphone per il primo ciclo è stata ideata nella Provincia del VCO nell’anno 
scolas8co 2017/18 a seguito della L. 71/17.
Dall’anno scolas8co 2022/2023 si è sperimentata la patente di secondo livello con un progeDo 
finanziato dalla L. 71/2017

UN’ALLEANZA EDUCATIVA PER CRESCERE INSIEME

GRAZIE PER L’ATTENZIONE



Agenda ONU2030

hRps://www.garanteinfanzia.org/sites/
default/files/cyberbullismo-cosa-
come-difendersi.pdf

https://www.generazioniconnesse.it/sit
e/_file/documenti/ECD/ECD-sillabo.pdf

https://www.garanteinfanzia.org/sites/default/fil
es/2021-11/learnaboutrights_child_ita_web.pdf

https://www.eric
ksonlive.it/prodo
tto/didattica/pre
venire-valutare-e-
contrastare-
bullismo-e-
cyberbullismo/

hRps://
www.ga
ranteinf
anzia.or
g/sites/
default/
files/20
22-
02/com
mento-
general
e-25-
web.pdf



Linee guida per la gestione in ambito scolastico delle segnalazioni relative alle 
prevaricazioni tra pari specificamente quando si verificano on line
Approvate in data 25 giugno 2019 dall’Osservatorio Permanente Regionale per la prevenzione 

dei bullismi nelle more dell’attuazione dell’art. 3 commi 2 e 3 della L.71/2017

A. Nel caso si verifichino episodi riferibili all’art. 2 della L. 71/17, la persona di minore età (> 14 anni) può autonomamente:
1. effettuare istanza di rimozione

✓ al titolare del trattamento dati

✓ al gestore del sito internet
✓ al gestore del social media

2. rivolgere analoga richiesta (qualora entro ventiquattro ore dal ricevimento dell'istanza i soggetti responsabili non
abbiano comunicato di avere preso in carico la segnalazione e entro quarantotto ore provveduto alla rimozione dei dati)
mediante segnalazione o reclamo, al Garante per la protezione dei dati personali il quale deve provvedere all'attivazione
delle procedure per la rimozione entro quarantotto ore dal ricevimento della richiesta.

NB. Questa operazione può avere difficoltà procedurali per garantire la piena applicazione di quanto previsto dalla normativa. Pertanto è
utile andare a verificare la rimozione dei contenuti lesivi.



In allegato alle presenti LLGG si fornisce il volantino sulla L. 71/17 elaborato dal Garante per la protezione dei dati personali utile a
indirizzare al corretto utilizzo del modulo di istanza di rimozione dei dati lesivi della dignità del minore che deve essere scaricato,
compilato e inviato a cyberbullismo@gpdp.it

In Piemonte si potrà seguire, ottimizzando i tempi di richiesta di rimozione, anche la seguente procedura, prevista dal
protocollo fra Corecom Piemonte e Garante della privacy:

3. Segnalare allo sportello on line Corecom Piemonte al seguente indirizzo di posta:

nocyberbullismo@cr.piemonte.it . 

Il CO.RE.COM. Piemonte segnala alle autorità competenti gli episodi di cyberbullismo di cui viene a conoscenza,
trasmettendo al Garante per la Privacy le eventuali denunce ricevute e trasmettendo i casi di competenza dell’autorità
giudiziaria.

4. Rivolgersi ad un qualsiasi Ufficio della Polizia di Stato/Polizia Postale o Comando dei Carabinieri o Polizia Municipale per
effettuare una querela o una denuncia che verrà successivamente inoltrata alla Procura di competenza (la
denuncia/querela può essere presentata direttamente dal minore >14 anni, ma è sempre consigliabile presentarla alla
presenza di un genitore, salvo che quest'ultimo non sia coinvolto nel reato, per evitare ulteriori traumi al minore).

N.B. Contestualmente alle azioni sopra descritte, è sempre comunque consigliabile, per chi subisce la prevaricazione, rivolgersi ad un adulto
di riferimento familiare, ad un servizio scolastico, ad un servizio territoriale (ASL, Servizi sociali, Nodi provinciali antidiscriminazioni, Forze di
Polizia), ad agenzie educative extrascolastiche (oratorio, associazioni sportive, centri di aggregazione giovanili ) o attivare la specifica
segnalazione attraverso canali telematici come quelli indicati al punto E.

https://www.garanteprivacy.it/temi/cyberbullismo
https://www.garanteprivacy.it/web/guest/home/docweb/-/docweb-display/docweb/6732688
mailto:cyberbullismo@gpdp.it
https://www.garanteprivacy.it/documents/10160/0/Protocollo+d%27intesa+tra+Garante+e+CoReCom+del+Piemonte+in+materia+di+prevenzione+e+contrasto+del+fenomeno+del+cyberbullismo.pdf/f5c84e2a-1ac2-cc23-9c10-15cbfec13fc3?version=1.3


B. Se la persona di minore età comunica la prevaricazione subita ad un genitore, oltre alle
modalità previste nei punti precedenti ed anche al fine di tutelare il minore responsabile della prevaricazione, la vittima e il
genitore possono:
· dare comunicazione alla scuola, che agirà secondo le policy d’istituto per la prevenzione dei fenomeni di cyberbullismo,

ossia mediante tutte le azioni previste per la presa in carico delle situazioni problematiche di bullismo e cyberbullismo che
giungono all’attenzione della scuola;

· recarsi presso la Polizia postale o le altre forze di Polizia, insistenti sul territorio, per una eventuale segnalazione;
· recarsi presso le Forze di Polizia insistenti sul territorio per la richiesta di un eventuale ammonimento del Questore nel

caso di ultra 14-enni e per una segnalazione alla Procura di competenza;
· recarsi presso un qualsiasi Ufficio delle Forze di Polizia insistenti sul territorio per effettuare una querela o una denuncia

che verrà successivamente inoltrata alla Procura di competenza.
C.    Nel caso in cui il minore (> 14 anni) si rivolga alla scuola:
· chiunque raccolga la confidenza/segnalazione ne informa il referente per la prevenzione e il contrasto del cyberbullismo

al fine di attivare la procedura di emergenza prevista nella policy d’istituto deliberata dagli organi collegiali;
· il Dirigente scolastico, salvo che il fatto costituisca reato, deve darne informazione immediata alle famiglie dei minori

coinvolti (art. 5 L.71/17);
· il Dirigente scolastico, se il fatto costituisce reato, ha l’obbligo di denuncia all’Autorità Giudiziaria secondo la normativa di

legge.
Fino a quando non è proposta querela o non è presentata denuncia, la vittima di cyberbullismo e/o il genitore possono recarsi presso le
Forze di Polizia insistenti sul territorio (Polizia di Stato, Arma dei Carabinieri, Polizia locale) per la richiesta del Provvedimento preventivo
amministrativo di "Ammonimento" di competenza del Questore della Provincia nei confronti del/dei cyberbullo/i minore/i
ultraquattordicenni.
Il minore potrà recarsi agli Uffici di Polizia anche se non ha ancora riferito al genitore la prevaricazione subita.



D. Nel caso di episodi incorsi a minori di 14 anni stante il divieto di iscrizione a piattaforme di social media al di sotto dei 13
anni, nemmeno con il consenso dei genitori, il minore deve necessariamente rivolgersi:

· ad una persona adulta di riferimento (docente) che attiverà le procedure di emergenza secondo quanto descritto al
punto C;

· al genitore che a sua volta potrà rivolgersi alla scuola, qualora il fatto faccia riferimento al contesto scolastico, o al
Corecom Piemonte o alla Polizia postale per la rimozione dei contenuti, o ad altre istituzioni relative al contesto di
riferimento.

E.    Inoltre tutti potranno utilizzare:
· Helpline di Telefono Azzurro 1.96.96, una piattaforma integrata per telefono, chat, sms, whatsapp
· Hotline “Stop-It" di Save the Children, all’indirizzo www.stop-it.it, che consente agli utenti della Rete di segnalare la

presenza di materiale pedopornografico online.
· l’app YouPol che permette all'utente di interagire con la Polizia di Stato inviando segnalazioni (immagini o testo) relative

a episodi di bullismo e di spaccio di sostanze stupefacenti;
· 114 emergenza infanzia, servizio di emergenza promosso dal Dipartimento per le Pari Opportunità – Presidenza del

Consiglio dei Ministri ed attivo 24/24 ore, rivolto a tutti coloro vogliano segnalare una situazione di pericolo e di
emergenza in cui sono coinvolti bambini e adolescenti.

A titolo di esempio, nel caso di procedura di ammonimento, la rete territoriale dei servizi potrebbe prevedere attività riparative di carattere
educativo anche in accordo con le istituzioni scolastiche e/o altre agenzie educative.
Il Referente ha il compito di coordinare le iniziative di prevenzione di contrasto del cyberbullismo anche avvalendosi della collaborazione 
delle Forze di polizia nonché delle associazioni e dei centri di aggregazione giovanile presenti sul territorio.


